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#SHOPSAVVY THIS BLACK FRIDAY 

Spotted an ultra-low price for a sold-out games console, trainers or piece of tech? 
#TakeFive - it could be a scam. 

Does the offer sound too good to be true? Are they refusing to provide you with additional 
photos? Do they want you to pay up front by bank transfer?  
#Stop This should raise alarm bells. 
 

#Challenge - Keep your money and information safe from criminals by only purchasing 
items from authorised sellers and doing your research fully before making a purchase. 
 

#Protect - Be a safe and savvy shopper by: 
 
• Reading reviews from reputable sources to check websites and sellers are genuine 

• Using the secure payment method recommended by reputable online retailers 

• Accessing the website you’re purchasing from by typing it into the web browser 

• Using a credit card for purchases over £100 and up to £30,000 where possible 
 

• Don’t accept requests rushing you to pay by bank transfer 

• Avoid clicking on links in emails as they could lead to fake websites 

 

20th November 2020 



RURAL COMMERCIAL BANK CORP LETTER SCAM 

The below letter has been flagged by Essex Trading Standards. 
 

The letter has been personalized so that the deceased individual mentioned in the letter 
had the same surname as the recipient in order to make the scam more convincing.  
 

Some of the signs of a scam letter have been highlighted below, including poor grammar, 
and creating time pressure to rush you into making a decision. 
 

If you receive a letter such as this that you aren't expecting:  
Stop, Challenge, Protect—if it’s too good to be true, it probably is!! 
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